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Stellungnahme der Datenschutzbehérde
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Betrifft: Stellungnahme der Datenschutzbehérde zum do. Gesetzesentwurf, mit dem das Wiener

Fordertransparenzgesetz, das Wiener Akademienféorderungsgesetz 2024 und das

Wiener Parteienforderungsgesetz 2013 geandert werden sollen
(Fordertransparenzpaket 2025); Sammelnovelle, GZ: MA 5 — 337202-2025-4

Die Datenschutzbehérde nimmt in 0.a. Angelegenheit aus Sicht ihres Wirkungsbereiches wie folgt

Stellung:

|. Allgemeine Vorbemerkungen zum Entwurf

a) Zur Durchfiihrung einer Datenschutz-Folgenabschétzung

Im Lichte des Art. 35 Abs. 10 iVm Art. 35 Abs. 3 lit. b DSGVO sowie § 2 Abs. 3 Z 1 der Verordnung der
Datenschutzbehérde Uber Verarbeitungsvorgange, fir die eine Datenschutz-Folgenabschatzung
durchzuftihren ist — DSFA-V, BGBI. Il Nr. 278/2018, sollte die Notwendigkeit einer Datenschutz-
Folgenabschatzung (DSFA) gepruft und im Falle der Nichtdurchfihrung auch begrindet werden.

Der vorliegende Entwurf sieht an mehreren Stellen Verarbeitungsvorgange von personenbezogenen
Daten vor, die als besonders schutzwiirdig iSd Art. 9 Abs. 1 DSGVO bzw. als Daten iSv Art. 10 DSGVO
qualifiziert werden kdnnen (siehe dazu naher unten). In ihrer Gesamtheit kann diese Verarbeitung eine

umfangreiche Verarbeitung von personenbezogenen Daten gemaly Art. 9 Abs. 1 DSGVO bzw. von

personenbezogenen Daten Uber strafrechtliche Verurteilungen und Straftaten gemaR Art. 10 DSGVO
(vgl. Art. 35 Abs. 3 lit. b DSGVO) darstellen.
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Wird die Prifung bzw. Durchfiihrung einer solchen DSFA unterlassen, so ware es in Folge Sache der
jeweiligen Verantwortlichen (Art. 4 Z7 DSGVO) zu prifen, ob eine DSFA durchzufuhren ware oder

nicht.

Dem vorgelegten Entwurf (bzw. den Erlauterungen) kann jedoch nicht entnhommen werden, ob die
Notwendigkeit der Durchfiihrung einer DSFA Uberhaupt geprift wurde. Es wird daher angeregt, eine

entsprechende Erganzung in die Erlauterungen aufzunehmen.

b) Zur gesetzlichen Erméachtigung einer Verarbeitung von Daten geméall § 1 Abs. 2 DSG

Es wird auf die einschlagige Rechtsprechung des Verfassungsgerichtshofes zur Qualitat einer
Eingriffsnorm iSd § 1 Abs. 2 DSG verwiesen (VfSIg. 18.146/2007, 16.369/2001; zuletzt Erkenntnis vom
11.12.2019, G 72-74/2019 ua., Rz 64 ff). Dies gilt insbesondere dann, wenn Daten verarbeitet werden,
die besonders schutzwiirdig iSv § 1 Abs. 2 DSG sind, deren rechtmaRige Verarbeitung ausschlieBlich
an die strengen Voraussetzungen gemaf § 1 Abs. 2 DSG bzw. Art. 9 Abs. 2 DSGVO geknupft ist.

Ebenso missen nach der stdndigen Rechtsprechung des EuGH Regelungen, die in die Rechte nach
Art. 7 (Achtung des Privat und Familienlebens) oder Art. 8 (Schutz personenbezogener Daten)

EU-GRC eingreifen, klare und prazise Regeln fur die Tragweite und die Anwendung dieser Malthahme

vorsehen und Mindestanforderungen aufstellen, sodass die Personen, deren personenbezogene Daten

betroffen sind, Gber ausreichende Garantien verfiigen, die einen wirksamen Schutz ihrer Daten vor

Missbrauch sowie vor jedem unberechtigten Zugang zu diesen Daten und jeder unberechtigten

Nutzung, ermdglichen. Diese Garantien sind umso wichtiger, wenn Daten automationsunterstutzt

verarbeitet werden und wenn es sich um sensible Daten handelt (vgl. EuGH vom 6. Oktober 2020, verb.
Rs C-511/18, C-512/18 und C-520/18, Rz 132).

Es sollte daher an allen Stellen, an denen Formen der Verarbeitung personenbezogener Daten (z.B.
Erhebung, Speicherung, Ubermittlung) vorgesehen sind, préazisiert werden, welche konkreten
Daten(-arten) verarbeitet werden bzw. ob und inwieweit es sich dabei (auch) um Daten iSv Art. 9 Abs. 1

und 10 DSGVO handelt. In diesem Zusammenhang ware auch in den Erlauterungen darzulegen,

welche angemessene Garantien fur den Schutz der Geheimhaltungsinteressen der Betroffenen

festgelegt werden.

Ebenso wird angeregt, immer dann, wenn Daten von unterschiedlichen Akteuren verarbeitet werden,

zumindest in den Erlauterungen auf die datenschutzrechtliche Rollenverteilung einzugehen bzw.

festzulegen, wer fiir den jeweiligen Verarbeitungsvorgang als Verantwortlicher gemal Art. 4 Z7

DSGVO zu qualifizieren ist.

Il. Zu den Bestimmungen im Detail
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Zu Artikel 1 Z 24 (§ 17 des Wiener Fordertransparenzgesetzes):

Soweit hier personenbezogene Daten durch unterschiedliche Akteure verarbeitet werden und hierzu in
den Erlauterungen angefihrt ist, dass die jeweiligen leistenden Stellen (§ 11) bzw. abfragenden Stellen
(§ 12) datenschutzrechtlich verantwortlich sind, sollte zumindest in den Erauterungen auf die

datenschutzrechtliche Rollenverteilung ausfuhrlicher eingegangen bzw. konkret festgelegt werden, wer

fur den jeweiligen Verarbeitungsvorgang als Verantwortlicher gemag Art. 4 Z 7 DSGVO zu qualifizieren

ist.

Zu Abs. 1:

Im letzten Satz dieser Bestimmung werden die personenbezogenen Daten mit , ... insbesondere
1. Name bzw. Bezeichnung, 2. ...." angefuhrt.

Diesbezlglich wird eine taxative Aufzéhlung der ,personenbezogenen Daten® und Streichung der
Wortfolge ,insbesondere® angeregt. Im Sinne einer hochstmoglichen Determinierung und
Vorhersehbarkeit fur betroffene Personen sollte nach Ansicht der Datenschutzbehorde eine

abschlieende Aufzahlung der Daten vorgenommen werden.

Zu Abs. 4:

Zumindest in den Erlauterungen sollte dargelegt werden, welche konkreten Mal3nahmen unter den

Begriffen ,Verarbeitungsbeschrankungen® (Z 3) und ,Einsichtsbeschrankungen® (Z 4) zu subsumieren

sind.

Desweiteren erscheint die in Z 6 angeflhrte Mdglichkeit der vorzeitigen (selektiven) Léschung von
personenbezogenen Daten zu unbestimmt gehalten. Zumindest in den Erlauterungen ware eine
Darlegung wunschenswert, welche Voraussetzungen hierfur vorliegen mussen (vgl. dazu Art. 17
DSGVO).




Zu Abs. 8:

Diese Bestimmung sieht eine Loschfrist der personenbezogenen Daten von langstens 10 Jahren vor,

sofern dem keine rechtliche Verpflichtung entgegensteht und keine selektive friihere L&schung
stattfindet.

Begrindend wird hierzu in den Erlauterungen ausgefuhrt, dass innerhalb dieses ,10-jahrlichen®
Rahmens je nach Foérderungsart und Ausgang des Forderabwicklungsfalls verhaltnismaRige

Aufbewahrungsfristen durch den Verantwortlichen festgelegt werden sollen.

Im Sinne des Grundsatzes der Speicherbegrenzung nach Art. 5 Abs. 1 lit. e DSGVO ware jedoch die
Normierung konkreter Loschungsverpflichtungen (bzw. Speicherhochstfristen) fur die Rechtssicherheit
und Vorhersehbarkeit in jeden Fall zweckdienlich (vgl. Art. 17 Abs. 1 lit. a DSGVO und im weiteren
Sinne auch EuGH Rechtssachen C-26/22 und C-64/22, SCHUFA Holding).
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